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廉政倫理規範暨  

相關法令宣導  

機關常見刑責態樣及案例 

偽造變造公文書罪 

一、案例概述：  

某市環保局清潔隊員阿杰

利用身兼區隊出納業務，先行於

加班請示簿、點名表「影本」上

變造不特定隊員之加班時數，嗣

後再將該變造影本複印、製作內

容不實之印領清冊，並蓋用集中

保管各清潔隊員留存之印章進

行加班費請領，匯款帳號則填載

阿杰本人銀行帳號，以此方式詐

得加班費用共計 1,946 萬 7,518

元。  

二、法條依據：  

按刑法第 211 條：「偽造、

變造公文書，足以生損害於公眾

或他人者，處 1 年以上 7 年以下

有期徒刑。」其中「偽造」，係指

無製作權之人冒用他人名義而

製作內容不實之文書；「變造」，

則為無變更權限之人，就他人所

製作之原有文書，不法予以變更

者而言；另「公文書」，係指公務

員職務上製作之文書（刑法第 10

條第 3 項），若私文書經公務員

認證其無誤，蓋用公印或由公務

員簽章證明者，以公文書論，例

如由法院公證人公證後之私文

書即屬之。 

此外，本條亦常與刑法第

216 條行使偽變造文書併同使用，

行使偽造之文書，乃依文書之用

法，以之充作真正文書而加以使

用之意，故必須行為人就所偽造

文書之內容向他方有所主張，始

足當之。 

三、案例研析：  

本案清潔隊員阿杰利用職

務上機會變造公文書，並於公文

書上作不實登載，作為詐取加班

費之手段。 

案經阿杰主動向法務部廉

政署自首，其後由檢察官偵查起

訴。地方法院判決阿杰違反刑法
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第 216 條、第 211 條行使變造

公文書罪，第 216 條、第 213 條

行使公務員登載不實文書罪，以

及貪污治罪條例第5 條第 1 項第

2 款利用職務上機會詐欺財物罪，

定應執行有期徒刑 12 年，褫奪

公權 5 年。另未扣案之所得財物

共 1,946 萬 7,518 元，應予追繳

沒收，如全部或一部無法追繳時，

以其財產抵償之。 

(本文摘自 106 年 5 月新進公務

人員廉政參考教材/法務部廉政

署編輯) 

機密視窗  

漫談現代生活應具備的 

保密觀念 

身處在這個資訊交遞快速的ｅ

時代裡，現代人均普遍利用各類

事務機器及通信、資訊設備，俾

能快速連絡及處理各類事務，然

此同時，您是否已確實做好相關

保密措施，來確保機密資料不外

洩呢？茲提供左列事項參考，期

能建立保密共識： 

 使用電話應注意保密事項 

一、談論機密前務先確認對方身

分，竊密者會以虛構職銜或關係

來套問機密事務，故在應答前必

須先行確認來電者身分，請對方

留下連絡電話等資料，經查證確

認後再連繫，並在話機明顯處貼

警語標籤，提醒同仁注意防範。 

二、如須保密個人使用之電話號

碼，應將一般電話及行動電話設

定為發話號碼不顯示，否則在受

話方來電顯示器螢幕中，私人電

話號碼將被一覽無遺。 

三、使用具有自動重複撥號功能

之話機，或操作有輸入密碼之線

上轉帳或交易時，應注意清除紀

錄，俾免遭人試撥盜打用。 

四、以行動電話發送簡訊或E-

Mail則受訊方將會顯示您電話

號碼，無法隱秘身分。 

五、個人行動電話語音信箱及電

話答錄機之密碼，應妥慎保管，

以免遭人竊聽。 

六、經常檢視住宅大樓電信配線

箱，查看有無遭人掛線或盜撥電

話。 

 文書作業應注意保密事項 

一、重要應秘密事項避免書寫於

便條紙或桌曆上，以防遭人窺視

或翻閱，造成洩密。 
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二、具機密性之廢棄文稿應隨手

銷毀，以免遭人蒐集重整復原，

切勿逕交清潔工清運，以免機密

資料外流；影印重要文件如遇夾

紙應即取出，印壞部分亦須銷毀，

以免被有心人取走做不當利用。 

三、傳真機密文件前，應先連絡

好收件人於傳真機旁等候，傳送

前須先確認傳送號碼無誤、傳送

完成前不可離開，以免遭人窺視

或取走而致洩密。 

 資訊作業應注意保密事項 

一、個人電腦單機作業或辦公室

區域網路連線，須設定密碼保護，

並定期變更密碼；螢幕保護裝置

亦應設定密碼，以防暫時離座時

遭人窺探畫面內容。 

二、內部網路做檔案資源分享時，

應妥慎審核資訊內容是否涉及

機密事務，如涉及機密事務應避

免為分享之資源。 

三、各種經常使用之密碼，如E-

Mail帳號、網頁設計密碼等，切

勿以另紙書寫置於電腦或辦公

桌明顯處，且禁用各種作業系統

內建之自動記憶密碼功能，否則

將喪失密碼保護功能。 

四、勿任意上網登錄個人重要應

秘密資料，以免遭截或竊取移作

其他不當用途。 

日常生活應注意保密事項 

一、陌生人以問卷調查、寄資料

等藉詞，用電話查詢時，勿輕易

告知個人重要資料。 

二、個人廢棄信件、單據、資料

等，應予銷毀，勿以垃圾處理以

免外流。 

三、每日檢視信箱，重要信函如

信用卡、電話、網路連線等之費

用帳單應隨時收取，以免被有心

人截獲移做其他不當用途。 

四、對外公開的資料如名片、停

車留言板等，資料記載不宜過詳，

以免洩漏個人資料。 

多一分保密警覺，少一分洩密風

險，人人建立重視機密維護的認

知，處處謹慎小心，於公能知法

守法，確保公務機密安全，於私

能避免疏失洩密損害公眾利益

又遭受懲處，更能因此影響到家

人、同事，擴及社會全民，將促

使社會更安定，國家更安全。 

(本文摘自法務部調查局清流月刊) 
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安全天地  

機關主被動安全機制小叮嚀 

 管線、機電及消防設施設備，

首重巡檢巡修及維護保養。 

 完善機關安全法規加強宣導，

強化機關、人員安全觀念，單

位間協調整合，建立全方位

防護網。 

 機關安全環環相扣、分工合

作，全面向檢查、安全設備要

統整，安全無死角。 

 「管線、弱電設備」、「防墜樓

設施」、「高樓層避難設備」、

「緊急求救鈴」有設置、定期

檢查，消彌危安於無形。 

 機關設施因自然損耗或人為

破壞產生危險性，加強安全

巡檢降低損害及立即性處置，

方能避免造成傷害。 

 依機關業務特性與狀況需要，

編組人力、物力及設施，成立

應變小組，定期實施演練，提

昇員工警覺與防災救援能力。 

 行政機關為開放式服務空間，

為強化識別功能，應上班時

間配戴識別證，以資區別。 

 落實責任區制度，公共區域

劃分成責任區，由各單位負

責維護管理並加強巡查，遇

有可疑人、事、物即應通報並

及時處理，以確保機關安全。 

 平時與警察局及消防局建立

友好横向關係，加強演練，增

進員工緊急應變力，降低損

害程度。 

 落實安全回報機制，灌輸正

確回報認知，有效妥處危安

事件的最佳時機。 

 強化心理建設、建構安全意

識，全面提升安全防護。 

 演練設定不同情境實作演練

方式，加強同仁防護知識及

技能，遇危安狀況臨危不亂，

從容處理。 

 演練高發生率之危安事件，

建立處理標準流程俾第一時

間迅速處理。 

 劃定訪客接待區域，指定專

人負責接待及管控事宜，避

免訪客任意遊走辦公場所，

衍生機關安全及公務機密維

護問題。 

 機關落實檢查定期聘請技術

專業人員，對水電、警報、消

防、照明、阻絕等安全設施，

實施綿密之安全檢查，以發
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揮安全檢查預防功能。 

 強化辦公室消防設施運作效

能，並落實預防檢查整備工

作。 

 (資料來源：臺中市政府水利局) 
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